Bonjour [prénom] ,

Nous venons de mettre en place une nouvelle solution de cybersécurité afin de former les employés de [nom.de.l'entreprise] .

## Quel est l'objectif de la formation ?

En tant qu'utilisateur du réseau [nom.de l'entreprise] ' ,vous êtes une cible potentielle pour les hackers, notamment par les emails de phishing et les ransomwares. Il est ' important que nous fassions tous de notre mieux pour nous informer sur les cybermenaces et contribuer à les atténuer, car toute brèche peut être très préjudiciable à [nom.de l'entreprise] .

## Comment se déroulera la formation ?

La formation commencera par un questionnaire d'auto-évaluation, qui vous posera une série de questions pour évaluer votre niveau de connaissance sur différents sujets de la cybersécurité. Il ne s'agit pas d'un test, mais il aidera le prestataire de formation à personnaliser votre programme de formation individuel afin de s'assurer que vous recevez d'abord la formation la plus urgente.

Une fois que vous aurez terminé l'auto-évaluation, vous recevrez un module de formation toutes les [auto.enrol.frequency] semaines. Les modules sont conçus pour être ludiques et faciles à comprendre et ne devraient prendre que 5 à 10 minutes.

## Comment accéder à la formation ?

Les modules de formation seront envoyés directement à votre adresse électronique. Ils proviendront du domaine [training.email] et ressembleront à ceci :

[capture d'écran de l'e-mail de formation]

## Comment les résultats seront-elles contrôlées ?

Chaque module est suivi d'une série de questions, dont les résultats nous permettront de voir comment nous évoluons en matière de sensibilisation à la sécurité à [nom.de.l'entreprise] .En outre, nous pourrons vous envoyer des simulations d'attaques de phishing dans votre boîte de réception afin que vous puissiez mettre en pratique les nouvelles compétences que vous avez acquises.

Si vous avez des questions, n'hésitez pas à contacter [contact.email] .

Merci,

Votre équipe informatique